Cytellix provides a turnkey, affordable, comprehensive solution to help small to medium sized businesses meet DFARS 252.204-7012/NIST SP800-171 cyber requirements.

THE JOURNEY TO A DFARS/NIST SP800-171 READY ENVIRONMENT STARTS HERE

TEST & DISCOVER
Understand your cyber posture: Physical, Logical & Digital assessment

GAP ANALYSIS & RECOMMENDATIONS
Diagnose top vulnerabilities and create a System Security Plan

SCAN NETWORK
Identify what's on your network & device state (Network Discovery)

CONTINUOUS MONITORING
Real-time situational awareness with alerts of changes in the network security posture (Behavioral Analytics)

REMEDATION - BEST PRACTICES
Customized guidance for continuous improvement & proper Cyber posture

85 Argonaut Suite 200
Aliso Viejo, Ca 92656
949-215-8889

info@cytellix.com
www.cytellix.com
BACKGROUND

The U.S. Department of Commerce under the National Institute of Standards and Technology issued a mandate, SP 800-171 (DFARS 252.204.7012) outlining the cybersecurity compliance requirements for all supply chain contractors. To continue business with the government and be awarded new contracts, all supply chain contractors must be in full compliance with 14 cybersecurity controls by December 31, 2017.

In addition to implementing these security controls, contractors must also provide documentation of a completed Cyber Security Evaluation Tool (CSET) test, system security plan, and a plan for improvement and evidence of continuous network monitoring to their prime contractors to retain contracts.

Other requirements:

- Compliance within 30 days of any contract award
- Must notify parties of any breach or cyber incident within 72 hours

COMPLIANCE WITH INDUSTRY STANDARDS FOR CYBER PREPAREDNESS IS NO LONGER AN OPTION, BUT A REQUIREMENT.

AVERAGE COST OF A CYBER ATTACK ON A MANUFACTURER

<table>
<thead>
<tr>
<th>Financial Loss</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Greater than $10M</td>
<td>2%</td>
</tr>
<tr>
<td>$5M to $10M</td>
<td>13%</td>
</tr>
<tr>
<td>$2M to $5M</td>
<td>8%</td>
</tr>
<tr>
<td>$1M to $2M</td>
<td>15%</td>
</tr>
<tr>
<td>$500K to $1M</td>
<td>10%</td>
</tr>
<tr>
<td>Less than $500K</td>
<td>26%</td>
</tr>
<tr>
<td>No financial loss</td>
<td>13%</td>
</tr>
<tr>
<td>Do not know</td>
<td>10%</td>
</tr>
</tbody>
</table>

CYTELLIX AFFORDABLE COMPLIANCE BASED MANAGED SERVICES INCLUDE:

- CSET completion & documentation
- Network & Vulnerability Assessment
- Gap Analysis
- Plan of Action & Milestones
- System Security Plan
- Continuous Monitoring
- Customized Best Practices

ABOUT CYTELLIX, the cybersecurity division of Information Management Resources, Inc. (IMRI), is an industry-standards-based, managed cybersecurity service provider, specializing in proactive behavioral analytics and situational awareness of an organization’s cyber posture. Cytellix has created an affordable outsourced solution for small- and mid-size businesses (SMBs) – which have become one of the largest targets of cyberattacks in recent years – and its solutions have monitored over 7 million devices thus far. Its best-in-class, turnkey service was designed to help SMBs in government, manufacturing, finance, banking, law, healthcare and higher education sectors take a proactive, low-friction approach to securing their environment.